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1 OBJETIVO
El Objetivo de la presente Politica es proteger datos personales tratados por TECNO
FAST S.A.C (en adelante, “TECNO FAST”), preservando la confidencialidad,
disponibilidad e integridad de estos en cumplimiento al marco normativo dado por la
Ley N° 29733, Ley de Proteccién de Datos Personales y su Reglamento, aprobado
mediante Decreto Supremo 016-2024-JUS (en adelante, la “Normativa de Proteccion

de Datos Personales”).

2 ALCANCE Y USUARIO
La presente politica aplica a todas las areas de TECNO FAST.

3 ABREVIATURAS Y DEFINICIONES

3.1 Autoridad Nacional de Proteccion de Datos Personales (ANPDP):

Organo del Ministerio de Justicia y Derechos Humanos encargado de supervisar,
regular y garantizar el cumplimiento de la Ley de Proteccion de Datos Personales y
su Reglamento. Ejerce funciones de fiscalizacién, sancion, orientacion y promocion
de buenas practicas en el tratamiento de datos personales en el ambito publico y

privado.

3.2 Banco de datos personales:
Es aquel conjunto organizado de datos personales, automatizado o no, cualquiera
fuera el soporte sobre el que se encuentre y la forma o modalidad de su creacién,

formacion, almacenamiento, organizacién y acceso.

3.3 Banco de datos personales de administracion privada:
Banco de datos personales cuya titularidad corresponde a una persona natural o

juridica de derecho privado.

3.4 Dato personal:
Cualquier pieza de informacion vinculada a una o varias personas determinadas o

determinables o que puedan asociarse a una persona natural.
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3.5 Datos sensibles:

Son aquellos datos constituidos por los datos biométricos que por si mismos
pueden identificar al titular o que lo hacen identificable, datos referidos al origen
racial y étnico, ingresos econdémicos, opinion politica, religiosa, filoséfica o moral,

afiliacion sindical e informacion referida a la salud o a la vida sexual.

3.6 Derechos Arco:
Son los derechos que tiene todo titular de los datos personales al Acceso,

Rectificacion, Cancelacion y Oposicion sobre sus datos personales.

3.7 Flujo transfronterizo de datos personales:

Transferencia internacional de datos personales a un destinatario situado en un
pais distinto al pais de origen de los datos personales, sin importar el soporte en
que estos se encuentren, los medios ni el tratamiento. Solo podra realizarse a
paises con un nivel adecuado de proteccidon de datos o mediante garantias
contractuales aprobadas por la Autoridad Nacional de Proteccién de Datos
Personales (ANPDP).

3.8 Responsable del tratamiento:
Persona natural o juridica, publica o privada que por si misma o asociada con otros,

decida sobre la base de datos y/o Tratamiento de los datos.

3.9 Titular de datos personales:

Es la persona natural responsable de sus propios datos personales, por lo que su
consentimiento para el tratamiento de sus datos personales debe ser libre, previo e
informado, verificAandose que su consentimiento sea registrado en los términos en
que expresa e inequivocamente lo haya otorgado. Es responsable de conocer y
ejercer los derechos conferidos por la Normativa de Proteccion de Datos

Personales.

3.10 Titular o propietario del banco de datos personales:

o Es responsable de otorgar y mantener el nivel suficiente de proteccién a los
datos personales contenidos en el banco de datos personales que tenga bajo
su titularidad.

o Es responsable por la determinacion y cumplimiento de la finalidad y del

contenido del banco de datos personales bajo su titularidad.
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4

e Es responsable por el tratamiento de los datos personales contenidos en el
banco de datos personales bajo su titularidad.
e Es responsable de garantizar el cumplimiento de los derechos del titular de

los datos personales.

3.11 Tratamiento:

Cualquier operacioén o procedimiento técnico que permite la recopilacion, registro,
organizacién, almacenamiento, conservacién, elaboracién, modificacion,
extraccion, consulta, utilizacién, bloqueo, supresién, comunicacion o cualquier otra
forma de procesamiento que facilite el acceso, correlacién o interconexion de datos

personales.

BASE LEGAL

4.1 Constitucion Politica del Peru

El articulo 2 de la Constitucion Politica del Peru contiene una lista enunciativa y no
taxativa de los derechos fundamentales que tiene toda persona por su propia
naturaleza. Asi pues, dentro de aquella lista, el numeral 6 del mencionado articulo
indica expresamente que “toda persona tiene derecho a que los servicios
informaticos, computarizados o no, publicos o privados, no suministren

informaciones que afecten la intimidad personal y familiar”.

4.2 Ley de Protecciéon de Datos Personales y su Reglamento

4.3.

Con la promulgacién de la Ley y el Reglamento, el Peru cuenta con un marco
juridico que busca garantizar el respeto al derecho fundamental a la proteccion de
datos personales a través de un adecuado tratamiento. De esta manera, ambas
normas no soélo buscan proteger los derechos de los titulares de aquellos datos,
sino también se ocupan de las obligaciones de los referidos titulares de los bancos
de datos personales, como es el caso de TECNO FAST. En tal sentido, lo que se
pretende conseguir es que la actuacion de los titulares de los bancos de datos
personales, en relacion con el tratamiento de datos personales se ajuste al
contenido del nuevo marco juridico y a los principios rectores que a partir de ahora

guian todo tratamiento de informacién personal.

Nuevo Reglamento
El nuevo Reglamento de la Ley N.° 29733, aprobado por Decreto Supremo N.° 016-
2024-JUS y publicado el 30 de noviembre de 2024, entr6 en vigencia el 30 de marzo

de 2025 y establece obligaciones clave como la designacién obligatoria del Oficial
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de Datos Personales segun el tamafo de la empresa, la notificacion de incidentes
de seguridad en un plazo maximo de 48 horas, y la elaboracion de un documento
de seguridad alineado con estandares como la NTP-ISO/IEC 27001; ademas,
refuerza principios como la responsabilidad proactiva y la transparencia, reconoce
el derecho a la portabilidad de datos y regula el tratamiento automatizado, todo ello
con el fin de adecuar el régimen peruano de proteccion de datos personales a los

estandares internacionales y a las exigencias del entorno digital actual.

DOCUMENTO RELACIONADO

o Reglamento Interno de Trabajo de TECNO FAST; en su versién vigente.

RESPONSABILIDADES

6.1 Gerente General

Velar por el cumplimiento de los lineamientos detallados en la presente politica.

6.2 Oficial de Datos Personales (ODP)

El ODP supervisara el cumplimiento normativo y de la presente politica, asesorara
en el tratamiento de datos y actuara como punto de contacto con la ANPDP. Ante
eventuales infracciones a esta politica, el ODP podra solicitar el apoyo de un estudio
juridico externo para su analisis y para la recomendacion de las medidas que

correspondan.

INFRACCIONES Y DENUNCIA

7.1. Notificacion de Incidentes de Seguridad

En caso de un incidente que comprometa datos personales, el ODP
notificara a la ANPDP dentro de las 48 horas posteriores a su deteccion. Si
el incidente involucra datos sensibles o grandes volumenes, también se
informara al titular afectado y al Centro Nacional de Seguridad Digital,

conforme al procedimiento interno de gestion de incidentes.

La empresa considerara que cualquier infraccion de esta politica constituye
un incumplimiento grave, de acuerdo con el RIT, de las obligaciones del

Personal.
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8 DISPOSICIONES GENERALES

La politica de proteccidon de datos personales se alinea con los objetivos de
la empresa y da soporte a las exigencias legales y regulatorias.

TECNO FAST en su condicion de titular de los bancos de datos personales
deberan facilitar el ejercicio de los derechos ARCO al titular de la informacién
contenida en dichos repositorios de datos.

Todo colaborador de TECNO FAST que acceda al banco de datos personales
debera preservar la confidencialidad, disponibilidad e integridad de estos en
cumplimiento de la Normativa de Proteccidén de Datos Personales.

El Oficial de Datos Personales debe revisar y monitorear la implementacion y
ejecucion de los controles y politicas de proteccion de datos personales.
TECNO FAST mantendra actualizado los controles de seguridad para el
banco de datos personales, basandose en un proceso de identificacion y
evaluacion de riesgos de seguridad de la informacion.

TECNO FAST mantendra la informacién contenida en los bancos de datos
personales bajo las condiciones de seguridad necesarias para impedir su
adulteracion, pérdida, consulta, uso o acceso no autorizado o fraudulento.

El Oficial de Datos Personales debera revisar y proponer la actualizacion de
documentos normativos referidos a la Normativa de Proteccién de Datos
Personales para su aprobacion.

La presente politica debera formar parte del proceso de induccién de nuevos
colaboradores, y en el caso de terceros debe ser anexado al contrato.
TECNO FAST, asi como todos sus colaboradores que efectuen tratamiento
de datos personales, deberan facilitar el ejercicio de los derechos ARCO a los
titulares de la informacién que generan, administren o usen informacion

personal.

8.1 PRINCIPIOS RECTORES

Todos los colaboradores de TECNO FAST que ejecuten tratamiento de datos

personales deben de tener en cuenta los siguientes principios para la ejecucién de

sus actividades:

8.1.1

Principio de calidad:
Todo tratamiento de datos personales debe ser adecuado, relevante y no

excesivo a la finalidad para la que estos hubiesen sido recopilados.
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8.1.2 Principio de consentimiento:
Para el tratamiento de los datos personales debe mediar el consentimiento

de su titular.

8.1.3 Principio de finalidad:
Los datos personales deben ser recopilados para una finalidad determinada,
explicita y licita. El tratamiento de los datos personales no debe extenderse a
otra finalidad que no haya sido la establecida de manera inequivoca como tal
al momento de su recopilacion, excluyendo los casos de actividades de valor
historico, estadistico o cientifico cuando se utilice un procedimiento de

disociacion o anonimizacion.

8.1.4 Principio de disposicién de recurso:
Todo titular de datos personales debe contar con las vias administrativas o
jurisdiccionales necesarias para reclamar y hacer valer sus derechos, cuanto

estos sean vulnerados por el tratamiento de sus datos personales.

8.1.5 Principio de legalidad:
El tratamiento de los datos personales se hace conforme a lo establecido en
la Ley. Se prohibe la recopilacién de los datos personales por medios

fraudulentos.

8.1.6 Principio de nivel de proteccion adecuado:
Para el flujo transfronterizo de datos personales, se debe garantizar un nivel
suficiente de proteccion de datos personales que se vayan a tratar o, por lo
menos, equiparable a lo previsto por la Ley o por los estandares

internacionales en la materia.

8.1.7 Principio de proporcionalidad:
Todo tratamiento de datos personales debe ser adecuado, relevante y no

excesivo a la finalidad para la que estos hubiesen sido recopilados.

8.1.8 Principio de seguridad:
El titular del banco de datos personales y el encargado de su tratamiento
deben adoptar las medidas técnicas, organizativas y legales necesarias para
garantizar la seguridad de los datos personales. Las medidas de seguridad
deben ser apropiadas y acordes con el tratamiento que se vaya a efectuar y

con los datos personales que se traten.
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8.1.9 Principio de Transparencia:

El titular del banco de datos y el encargado del tratamiento deben asegurar
que la informacién sobre el tratamiento de datos personales sea clara,
accesible y comprensible. Deben informar de manera precisa sobre la
finalidad, plazos, transferencias y derechos de los titulares, empleando un

lenguaje sencillo y formatos adecuados.

8.1.10 Principio de Responsabilidad Proactiva:

El titular del banco de datos y el encargado del tratamiento deben adoptar
medidas preventivas y correctivas para garantizar el cumplimiento normativo,
documentando y evaluando continuamente su efectividad. Deben demostrar
su cumplimiento ante la ANPDP, implementando controles, auditorias y

politicas que minimicen riesgos en el tratamiento de datos personales.

9 DISPOSICIONES ESPECIFICAS

TECNO FAST debera realizar campanas de sensibilizacién de manera anual
a los colaboradores en temas, métodos y herramientas de proteccion de datos
personales. Asimismo, en caso de terceros, sean estos personas naturales
o juridicas, y en caso de empresas con las que hayamos firmado convenios
de colaboracion se debe comunicar los lineamientos de proteccién de datos
personales de la empresa.

Todo contrato, convenio de personal o compafia de servicios involucrada en
los procesos de TECNO FAST debe contar con una clausula que exprese el
acuerdo en el cumplimiento de la confidencialidad de la informacion, segun el
nivel de sensibilidad de la informacién que administrara el contrato. Estas
clausulas deben sefalar las sanciones en caso de incumplimiento.

En caso de incumplimientos relacionados a proteccion de datos personales,
se sancionara a los responsables teniendo como referencia el Reglamento
Interno de Trabajo de TECNO FAST, contratos y convenios firmados. Los
incumplimientos seran reportados al Oficial de Datos Personales y las
Gerencias respectivas, en caso del personal con copia a la Gerencia de
Personas y en caso de terceros al Gerente General para la aplicacion de las
sanciones correspondientes.

Los accesos a los bancos de datos personales; se realizara en base a perfiles

de acceso elaborados en funcion a las responsabilidades asignadas.
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El Oficial de Datos Personales como responsable de la seguridad del banco
de datos personales, coordinara en la empresa la implementacion la
Normativa de Proteccion de Datos Personales, ademas de las disposiciones
relativas a la materia.
El Gerente General, en su calidad de representante legal y responsable
institucional del tratamiento de los datos personales, designara internamente
—mediante comunicacion formal o documento interno— a las areas o
personas que actuaran como encargados del tratamiento interno de los
bancos de datos, cuyas responsabilidades son:
= Velar por el cumplimiento de los parametros de seguridad l6gica
y de identificacion en los accesos a los sistemas de
almacenamiento de los bancos de datos.
= Llevar y resguardar en los medios de soporte correspondiente el
registro de altas y bajas de usuarios con acceso a los bancos de
datos y los niveles de acceso brindados.
= Supervisar la correcta asignacién de permisos y accesos a los
bancos de datos segun el perfil correspondiente al nivel del
usuario.
= Supervisar y auditar los niveles de seguridad de los bancos de
datos de la compaiiia.
Toda recuperacion de datos personales, desde su copia de respaldo, debe
contar con la autorizacién expresa del encargado del banco de datos
personales o del responsable de su tratamiento a través del SI-FOR-01
Solicitud de copia de banco de datos personales.
TECNO FAST en su labor de prevencién y en cumplimiento de lo dispuesto
por la Ley han tomado las siguientes medidas preventivas:
= Determinar una estructura organizacional con roles y funciones
determinados con el objeto de resguardar el correcto tratamiento
de los datos personales contenidos en sus diversos bancos de
datos.
= Mantener con sus trabajadores acuerdos de confidencialidad
referidos a los datos personales que pudiesen tomar conocimiento

como parte de sus funciones.
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= Implementar el acceso a los bancos de datos personales mediante

el uso de usuarios y contrasenas personalizados, Unicos e

intransferibles.

= Elaborar perfiles determinados para acceso a los bancos de datos

segun las funciones de cada trabajador y resguardando el acceso

a la informacién estrictamente necesaria para el cumplimiento de

sus funciones.

= Mantener registros de accesos y actividades relevantes de los

usuarios con el fin de asegurar la trazabilidad y seguridad de los

bancos de datos personales.

= Establecer los medios necesarios para comunicar a los titulares de

datos personales el tratamiento que se dara a sus datos y obtener

el consentimiento para el mencionado tratamiento.

= Establecery hacer publico el procedimiento para el ejercicio de los

derechos de los titulares de datos personales.

= Implementar canales de atencion para la solucion de

controversias, reclamos y solicitudes de los titulares de datos

personales contenidos en los diversos bancos de datos.

9.1 Condiciones para el Tratamiento de Datos Personales

9.1.1 Autorizacion del titular

Para que TECNO FAST realice cualquier accion de tratamiento de datos

personales, se requiere la previa autorizacién expresa e informada del

titular, la cual debera ser obtenida por cualquier medio que pueda ser objeto

de consulta posterior. Estos mecanismos podran ser predeterminados a

través de medios técnicos que faciliten al titular su manifestacion

automatizada o pueden ser por escrito o de forma oral. En el caso de datos

sensibles, el consentimiento para efectos de su tratamiento debera

efectuarse por escrito. El consentimiento debera cumplir con las siguientes

caracteristicas:

e Libre: Sin que medie error, mala fe, violencia o dolo que puedan afectar

la manifestacion de voluntad del titular de los datos personales.

e Previo: Con anterioridad al tratamiento de los datos personales.
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Expreso e Inequivoco: Cuando el consentimiento haya sido
manifestado en condiciones que no admitan dudas de su otorgamiento.
Tratdndose del entorno digital, también se considera expresa la
manifestacion consistente en “hacer clic”, “cliquear” o “pinchar”, “dar un
toque”, “touch” o “pad” u otros similares. En este contexto el
consentimiento escrito podra otorgarse mediante firma electrénica,
mediante escritura que quede grabada, de forma tal que pueda ser
leida e impresa, o que por cualquier otro mecanismo o procedimiento
establecido permita identificar al titular y recabar su consentimiento, a
través de texto escrito. También podra otorgarse mediante texto
preestablecido, facilmente visible, legible y en lenguaje sencillo, que el
titular pueda hacer suyo mediante una respuesta escrita, grafica o
mediante clic o pinchado, o mediante manifestacion verbal la cual
podra constar en grabaciones.

Informado: Al titular de los datos personales se le debe comunicar de

manera clara, expresa e indubitablemente, con lenguaje sencillo,

cuando menos lo siguiente:

a) La identidad y domicilio o direccién del titular del banco de datos
personales o del responsable del tratamiento al que puede dirigirse
para revocar el consentimiento y/o ejercer sus derechos.

b) La finalidad o finalidades del tratamiento a las que sus datos seran
sometidos.

c) Laidentidad de los que son o pueden ser sus destinatarios, de ser
el caso.

d) La existencia del banco de datos personales en que se
almacenaran.

e) El caracter obligatorio o facultativo de sus respuestas al
cuestionario que se le proponga, cuando sea el caso.

f) Las consecuencias de proporcionar sus datos personales y de su
negativa a hacerlo.

g) En su caso, la transferencia nacional e internacional de datos que
se efectuen.

h) El tiempo durante el cual se conservaran sus datos personales.

i) La posibilidad de ejercer los derechos que la Ley le concede y los

medios previstos para ello.

Pagina 14 de 28




POLITICA DE PROTECCION DE DATOS | Cédigo: TF-GGE-LGL-PLT-001

NO PERSONALES Revision: 00
T Fecha: 24/11/25

=
no

Pagina 15 de 28

En consecuencia, TECNO FAST adoptara los procedimientos necesarios a
fin de que la autorizacion del Titular para el tratamiento de los mismos

cumpla con las caracteristicas antes sefaladas.

9.2 Ubicacion de los Bancos de Datos y Traslado Transfronterizo
TECNO FAST sefiala que algunos de sus bancos de datos se encuentran

alojados en los siguientes proveedores:

Nombre Pais

TECNO FAST S.A. Chile

CANAL CERO DIGITAL SPA Chile
GOOGLE LLC Estados Unidos
AMAZON. COM INC Estados Unidos
MICROSOFT Estados Unidos

Asimismo, dicho servicio facilita la aplicacion de los derechos ARCO de los
propietarios de la informacion personal contenida.

Como parte de sus politicas, TECNO FAST transfiere a titulo gratuito y previo
consentimiento, determinados datos personales, principalmente los contenidos
en sus bancos de datos ubicado en Estados Unidos y Chile. En los paises
donde se transfieren datos personales, las empresas destinatarias de dicha
informacion deberan garantizar niveles de proteccion de datos personales

adecuados conforme a lo establecido en la Ley y Reglamento.

9.3 Procedimiento para el Registro, Consulta, Modificacién y Supresiéon de

Datos Personales en los Bancos de datos personales

9.3.1 Del registro:
Al registrar los datos del titular, TECNO FAST solicitara al titular la autorizacion

y deberan informarle de manera clara y expresa lo siguiente:

= Eltratamiento al cual seran sometidos sus datos personales y la finalidad de
este.

= El caracter facultativo de la respuesta a las preguntas que le sean hechas,
cuando estas versen sobre datos sensibles o sobre datos de menores de
edad.

= Los derechos que le asisten como titular.
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9.3.2

La identidad y domicilio o direccion del titular del banco de datos personales
o del responsable del tratamiento al que puede dirigirse para revocar el
consentimiento o ejercer sus derechos.

La identidad de los que son o pueden ser sus destinatarios, de ser el caso.
La existencia del banco de datos personales en que se almacenaran.

Las consecuencias de proporcionar sus datos personales y de su negativa
a hacerlo.

En su caso, la transferencia nacional e internacional de datos que se
efectuen.

El tiempo durante el cual se conservaran sus datos personales.

De la(s) consulta(s) y/o solicitud(es) del titular (actualizacion,

rectificacion, inclusion y supresiéon de datos personales):

Los titulares de datos personales tienen derecho a la actualizacion,

inclusién, rectificacién y supresion de sus datos personales materia de

tratamiento cuando estos sean parcial o totalmente inexactos, incompletos,

o cuando se hubiere advertido omision o falsedad de los mismos, o cuando

ya no sean necesarios o pertinentes para la finalidad que fueron recopilados.

El titular de datos personales que considere que la informacién contenida en

un banco de datos debe ser objeto de correccidn, actualizaciéon o supresion,

o cuando advierta el presunto incumplimiento de cualquiera de los deberes

contenidos en la Ley, podra presentar a la empresa TECNO FAST que

corresponda, una solicitud de correccién, actualizacién o supresién de datos
personales, la cual debe contar con la siguiente informacion:

v" Nombre del solicitante.

v' Copia del DNI.

v Solicitud o requerimiento referente a sus datos personales, de manera
clara y explicita (debe de especificarse qué datos se desea rectificar,
incluir o actualizar).

v" Fechay firma.

v" Domicilio o direccion (puede ser electrénica) de notificacion.

Las solicitudes realizadas por el titular o su representante seran atendidas

por la empresa del TECNO FAST que corresponda y las respuestas a estas

se trasladaran por el mismo medio que fue formulada la solicitud.

El titular puede realizar solicitudes por los siguientes medios:
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v' Mediante documento fisico entregado en las oficinas de TECNO FAST
segun corresponda.
v" Mediante correo electrénico a la siguiente direccion electrénica:
datospersonales@tecnofast.com.pe
9.3.3 De la revocatoria de autorizacion para el tratamiento de datos y

supresion de datos personales

La revocatoria (total o parcial) de autorizacion para el tratamiento de datos

personales podra solicitarse en cualquier momento, sin justificacion previa y

sin que le atribuyan efectos retroactivos. En caso de que la revocatoria afecte

la totalidad del tratamiento, TECNO FAST gestionara la supresion de los

datos personales correspondientes al solicitante.

La solicitud de revocatoria se realizara mediante los siguientes canales de

atencion:

v

v

Mediante documento fisico entregado en las oficinas de TECNO FAST,
segun corresponda.
Mediante correo electrénico a la direccion:

datospersonales@tecnofast.com.pe

La solicitud debera contener de forma clara y legible los siguientes datos:

v
v
v

v
v

Nombre completo.

Copia del DNI.

Datos que solicita se supriman del banco de datos TECNO FAST,
segun corresponda.

Fecha y firma.

Domicilio o direccion (puede ser electronica) de notificacion.

La solicitud de supresién de la informacién y la revocatoria de la

autorizacién no procederan cuando los datos que el titular requiere suprimir

sean necesarios para el cumplimiento de los servicios ofertados y

contratados con TECNO FAST, a menos de que el contrato entre las partes

no se encuentre vigente.

9.3.4 Plazos de atencién a consultas y solicitudes del titular

Las solicitudes y consultas del titular seran absueltas en el término de plazos

razonables y segun lo estipulado en la Ley.
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v' Consultas referentes al derecho de la informacién: ocho (08) dias
habiles, contados desde el dia siguiente a la presentacién de la
solicitud.

v Solicitudes referentes al derecho de acceso: veinte (20) dias habiles,
contados desde el dia siguiente a la presentacion de la solicitud.

v" Rectificacion, Cancelacion, u oposicion de datos: diez (10) dias
habiles, contados desde el dia siguiente a la presentacién de la

solicitud.

9.3.5 De la recepcion, subsanacién o requerimiento de informacion adicional
para la atencion de solicitudes
9.3.5.1 De la recepcion de solicitudes:
TECNO FAST implementara los medios para la recepcion de todas las
solicitudes de los titulares de datos y contara con los medios necesarios para
dejar constancia de la recepcion de documentos y la fecha correspondiente

a la misma.

9.3.5.2 De la subsanacion de solicitudes:

En caso las solicitudes no cuenten con los datos sefialados en el punto 9.3.2.
del presente documento y/o los sefialados en el articulo 50 del Reglamento,
TECNO FAST debera notificar la omisién al solicitante en un plazo maximo
de cinco (05) dias contados desde el dia siguiente a la recepcion de la
solicitud. El titular debera subsanar las omisiones en el plazo de cinco (05)
dias después de recibida la notificacion, en caso no lo hiciera se tendra por

no presentada la solicitud.

9.3.5.3 Del requerimiento por ampliacion de informacion:

En el caso que la informacion proporcionada en la solicitud sea insuficiente
o errénea de forma que no permita su atencion, TECNO FAST podra requerir
dentro de los siete (7) dias siguientes de recibida la solicitud, documentacion
adicional al titular de los datos para atenderla.

En un plazo de diez (10) dias de recibido el requerimiento, contado desde el
dia siguiente de la recepcién del mismo, el titular de datos personales

acompanara la documentacion adicional que estime pertinente para
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fundamentar su solicitud. En caso contrario, se tendra por no presentada

dicha solicitud.

9.3.6. De la Gestidn de Incidentes de Seguridad de Datos Personales

9.3.6.1. Del Registro
Todo incidente de seguridad de datos personales debera ser reportado de
inmediato al Oficial de Datos Personales (ODP) o al area de Seguridad de la

Informacion.

TECNO FAST debera registrar el incidente en el Registro de Incidentes de

Seguridad de Datos Personales, consignando:

o Fechay hora del incidente.

o Tipo de incidente (acceso no autorizado, pérdida de datos, alteracion,
divulgacion indebida, etc.).

o Datos personales comprometidos.

o Medidas preliminares adoptadas.
TECNO FAST clasificara el incidente de acuerdo con su impacto y alcance:

o Incidente menor: No compromete datos sensibles ni un volumen significativo
de informacion.

o Incidente grave: Involucra datos sensibles o un numero importante de
titulares.

o Incidente critico: Puede generar un alto impacto en los derechos de los

titulares o en la seguridad de los sistemas.

9.3.6.2. De la Evaluacion y Mitigacion del Incidente
e TECNO FAST realizara un analisis del incidente para determinar su origen,
impacto y posibles riesgos adicionales.
e Se implementaran medidas inmediatas de contencion y mitigacion, tales como:
o Bloqueo de accesos no autorizados.
o Restauracion de datos.
o Refuerzo de controles de seguridad.
o Implementacién de acciones correctivas para prevenir la recurrencia del
incidente.
9.3.6.3. Notificacion a la ANPDP y a los Titulares Afectados
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e Si el incidente afecta datos sensibles, involucra un gran volumen de informacién
o compromete derechos fundamentales, TECNO FAST notificara a la Autoridad
Nacional de Proteccion de Datos Personales (ANPDP) dentro de las 48
horas posteriores a su deteccion, conforme al articulo 34 del Reglamento.

e Si el incidente involucra datos personales tratados en entornos digitales, se
notificara también al Centro Nacional de Seguridad Digital.

e TECNO FAST informara a los titulares de los datos afectados, indicandoles:

o Naturaleza del incidente y datos comprometidos.
o Posibles consecuencias.

o Medidas adoptadas para mitigar riesgos.

o Recomendaciones para proteger su informacion.

9.3.6.4. Plazos de Atencion y Registro

e Toda accién tomada en respuesta al incidente debera documentarse en el
Registro de Incidentes de Seguridad.

o Las medidas correctivas deberan implementarse en un plazo maximo de 10 dias
habiles desde la deteccién del incidente.

e La informacion del incidente debera conservarse por un periodo minimo de 2
anos.

9.3.6.5. Canales de Recepcion de Reportes de Incidentes
Los colaboradores y terceros podran reportar incidentes de seguridad de datos
personales a través de los siguientes medios:

e Correo electronico: datospersonales@tecnofast.com.pe

o« Documento fisico entregado en las oficinas de TECNO FAST.
9.3.6.6. Revisién y Actualizacion del Procedimiento
Este procedimiento sera revisado anualmente y actualizado conforme a cambios

normativos o nuevos riesgos en seguridad de datos personales.

9.4 Inventario de Bancos de Datos de TECNO FAST
TECNO FAST cuenta con los siguientes Bancos de Datos Personales

debidamente registrados ante la Direccion de Proteccion de Datos Personales
del MINJUS:

Cédigo del
Empresa Banco de Nombre Finalidad
Datos
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Administrar de manera integral la relacion
TECNO FAST RNPDP-PJP | TRABAJADORESYY |laboral y formativa, optimizando procesos
S.A.C. N° 24558 PRACTICANTES |internos y asegurando el cumplimiento
normativo.
Recopilar los datos personales de los visitantes
TECSNSCI:AST R“PEE;&JP VISITANTES para pcontrolar el pingreso y salida de las
e instalaciones por medidas de seguridad.
Gestionar eficientemente la relacion con
TECNO FAST RNPDP-PJP proveedores contratistas, optimizando
S.A.C. N° 24545 PROVEEDORES procesos y gsegurando el cumplimiento
normativo.
Gestionar las solicitudes de cotizacion y
TECNO FAST | ;155 551 | USUARIOS DE L |80t o enicios ofrecidos por 1
S.A.C. PAGINA WEB , . L
empresa, asi como realizar seguimiento
comercial.
Gestionar las relaciones contractuales y
TECNO FAST PJ-2025-2880 REPRESENTANTES | comerciales con los clientes personas
S.A.C. DE CLIENTES juridicas, mantener un registro actualizado
de sus representantes y contactos
Gestionar y tramitar denuncias, quejas o
reportes recibidos a través del Canal de
Denuncias de la empresa, realizar las
investigaciones internas correspondientes,
TECNO FAST |, 5055 9579 CANAL DE adoptar medidas preventivas o correctivas
S.A.C. DENUNCIAS frente a posibles incumplimientos de
normas internas o legales, y garantizar la
transparencia, integridad y cumplimiento
del Cédigo de FEtica y las politicas
corporativas
Gestionar los procesos de reclutamiento,
seleccion y evaluacion de personal, asi
TECS"fg_ngST PJ-2025-2841 POSTULANTES |como conservar la informacién de los
postulantes para futuras convocatorias
laborales
PENDIENTE
TEC;‘KEAST DE VIDEO VIGILANCIA | Seguridad de la empresa.
e REGISTRO

10 VALIDEZ Y GESTION DE DOCUMENTOS

Este documento es valido hasta que se presente un cambio y se genere una version

nueva.
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El propietario de este documento es el Oficial de Datos Personales, que debe
verificar, y si es necesario actualizar, el documento cuando se presente un cambio

en las politicas internas o externas que afecten la presente politica.

CAMBIO DE VERSION

TECNO FAST se reserva el derecho de modificar y/o actualizar la Politica como
parte de su mejora continua, ya sea para adaptarla a futuros cambios normativos,
brindar una mejor calidad de servicio o comunicar nuevas alternativas relacionadas

a la presente Politica.

No sera necesaria la comunicacion de los cambios que se introduzcan a la Politica,

ya que la version actualizada se publica en: https://www.tecnofast.com.pe

Contempla el historial de modificaciones:

Descripcion de
Fecha Version Creado por
modificacién

la
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12 ANEXOS

121.
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DOCUMENTO DE SEGURIDAD PARA LA PROTECCION DE DATOS PERSOMALES
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SPOCULRIa B0 N PRA20 MEXIMo 08 24 hoeaa

5. Verlficacion Pariodica de Privilegios Asignados

interactuan con datos personoles
« Sevalidan

Neocasikiad da ac

madidas comectivas
nvastigacicn.

6. Capacitacién en Seguriiad de Datos Personales

o Todos 108 co
CAPACMACHIONGS anualas |’|Nifﬁ',l‘xlfoz;
* Los contaniics minimos incluyen:
Principlos de la Lay N® 25733,
Derechos ARCO,
Procedimientos internos oo acceso y seguricad.
Gestién y notificacién de ncidentes.

Humsanoa
7. Gestion de Incidentes de Saguridad
7.1 Progedimiento

InGideata (var Anexo), via Corrao o entregns fisics,

« B procedimiento contempls

Racapcion y validacion del Incidenta
Clasiicacian y analisis

Medidas de cantenaian y mitigacion.

7.2 Canal oficiad

Incidantan.

ofrece Gama, que Incluye:
Ragistroy segusmienta tecnico
SOparte normmativo

Roparnss consolidanos

*  Semantiene un registro actuslizado de cusntas priviiegindas, sccesble soko al

»  Todo modifioocidn, suoponsidn o rovooosdn 4o ooecaos sund doourmantoda y

e  Serealiza una venhcacion trimestral de accesos OrOrgatas a usuarios gue

Concordancia entre funcionss sctusles y socesos asignados.
Parsistencio de Lsuarios insctives o transfendos,

Mzacion o sliminacitn de privilegios

* Los hallazgos ¢ registran @n &l Infarme Trimestrad de Revisidn de ACCes0s, con

« Accesos indebldos son revocacos de inmaediata y rapartatdos &l ODP para

ALOrSdOnEs CON HCCEB0 § d0S parsonsles parbeiparsn en

o  Samantisns registro os asistencis y evaluacidn, custodiadoe por Recursos

»  Sedebe raportar cuslquier incidents medsante @l foemularnio de registro de

Evnluacicn de notificacion a ta ANPOP o a los thulres

o 56 utillzard un correo inatitucional @enseal COMO Canal axciusivo para reporsr

«  Seovalua ta acernabzacion de aste senviclo @ travas dal canal espacializaedo gue
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“o R Daslgnacian del Oficial de Datos Parsonales (ODP)

! .'; - Dado que la emprese supera las 2,300 UIT en ingresos anuales, debe:
+ Dasignar formalmente al ODP antes del 30 de noviembre de 2025.

« Comunicar dicha designacidn a la Autoridad Nacional de Protecclon de Datos

Parsonales (ANPDP),

» Registrer sus funciones en este Documento de Seguridad.

9. Formalizacion del Documento

« Este documento ha sido aprobado con fecha clerta y sera legalizado

notarialmente,

« Toda actualizacion serd evaluada por el ODP y aprobada por el Gerente General,
« Estard disponible para inspeccion por 1a ANPDP en caso de requerimiento.

Fecha de aprobacion; 28 de marzo de 2025

Aprobado por:
Rodrigo Ale]androAbe«Jaon
Gerente Genearal

Flrma:

CERTIFICACION

FERMIN ANTONMO ROSALES SEPULVEDA - NOTARIO DE LIMA, CERTIFICO: LA AUTENTICIDAD DE LA FIRMA
DE RODRMO ALEJANDIO ARELL TAMAYO, OON CE NUM75245E, QUIEN FIRMA BN REPRISENTACKN UE
TECNG FASY SAC SEGUN POOER INSCRITO EN LA PARTIDA REGISTRAL ELECTRONICA 11050759 DEL REGISTRO

DE PERSONAS JURIDICAS DE LIMA DOY 1%

A SOLICTTUD DE QUEEN EXTIENDO LA PRESENTE LECALIZACION.. SE LEGALIZA LA FIRMA MAS NO ASLMOD

RESPORSABELIDAD DEL CONTENIDO DEL DOCUMENTO, DE LD QLE DOY FE

LA, DOS DE ABRIL DEL DOS MIL VEINTIGNCD

] | ) S
b Malsaw &-.}r ‘b ade
NOTARID DE LA

NOTARIA

ROSALES SEPULVEDA

JINSA [ SP 0 TSN 00 00IR50024505 [/
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12.2. ANEXO 2
FORMULARIO N° 1: SOLICITUD DE ACCESO, RECTIFICACION,
CANCELACION U OPOSICION

Sefiores

Y O , identificado con  DNI
Ne , domiciliado €N...eei , con
teléfono/celular .................. y €ON COrreo electroniCo ..........ccovveviviiiiiiniienenes

En concordancia con los articulos comprendidos en el Titulo IV “Derechos del titular
de Datos Personales” del Reglamento de la Ley de Proteccion de Datos Personales,

indico a continuacién el derecho que pretendo ejercer:

() Acceso () Rectificacion () Cancelacion () Oposicion

En razén de ello, ante ustedes, con el debido respeto sustento mi peticidn:
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Por lo expuesto, ruego acceder a mi solicitud.

DOCUMENTOS QUE ADJUNTO:

TECNO FAST S.A.C cuenta con plazos establecidos por el Reglamento para pedir

que se subsane la solicitud y también con plazos para responder la misma.

Cualquier consulta sobre el estado de su solicitud, puede escribirnos al correo:

datospersonales@tecnofast.com.pe

En caso la respuesta sea total o parcialmente negativa por parte de TECNO FAST
S.A.C y ésta no esté debidamente justificada, podra recurrir a la Direccion General
de Proteccion de Datos Personales en via de reclamacion, a fin de que se tutele sus
derechos ARCO.

Firma del solicitante
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12.3. ANEXO 3

SOLICITUD DE_REGISTRO DE INCIDENTE DE SEGURIDAD DE DATOS
PERSONALES

TECNO FAST S.A.C

Fecha: [DD/MM/AAAA]

Hora del incidente: [HH:MM]

1. Datos del Reportante

e Nombre completo: [Nombre y Apellidos]

« Cargo/Area: [Departamento o funcién]

o Teléfono de contacto: [Numero]

e Correo electréonico: [Correo]

2. Detalles del Incidente

e Fechay hora de detecciéon: [DD/MM/AAAA - HH:MM]

o Tipo de incidente: [Acceso no autorizado, pérdida de datos, alteracion,

divulgacion indebida, etc.]

o Descripcidén del incidente: [Explicacién breve y clara del hecho ocurrido]
o Datos personales comprometidos: [Detalle de los datos afectados]

« Numero aproximado de titulares afectados: [Cantidad estimada]

e Medidas preliminares adoptadas: [Acciones realizadas para mitigar el

impacto]

3. Requerimiento y Observaciones

e [Opcional: Indicar acciones o soporte adicional requerido]

Firma del reportante:

[Nombre y firmal]

Firma del Oficial de Datos Personales (ODP) o Responsable de Seguridad:
[Nombre y firmal]

Enviar esta solicitud a: datospersonales@tecnofast.com.pe o entregarla en la oficina

correspondiente.
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